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Cyber Security Professionals Awards 2021

. . 457 SIN
TR Nomination Form i
N)) * PR # SEEmE TR [ 5%
Reset the form * Mandatory field # Please tick [7] in the appropriate box
(A) #zHe45 A&k} Details of Nominee 5 Fh% HE2%—(E 244 One form per each nomination
# 525H1 Sector

$R{THL4Fh Banking & Finance |:| Bl R amER R Information and Communications Technology I:l
BURFER P B, H%H#% Government Departments & Public Bodies I:l L)\ F S Transport & Public Utilities |:|
T Rt 58 % Retail & Wholesale Trade |:| H1/\f 2 Small and Medium Enterprises (SMEs) |:|

#IRZIER (/R FHIEED) Nomination Category (SMEs are not required to fill this part)

& A & Management |:| 7tZE A & Practitioner |:|

et = (130 s e 1o vs ] 74 mis ]
B AR EE

Name *: (English) Years of Service in Cyber Security  *:
Related Field

= * (30

Organisation Name *: (English)

' . WA EEE
* *.

L Post ) Office Tel. No.

SR At *. W4 EEEE *

Email Address ’ Contact Tel. No.

N JUMESERIER AR 100 44 5 THYELE RN EIRIRE /DL 50 44 B THIFREUE RN E]
“Note :  Manufacturing enterprises which employ fewer than 100 persons and non-manufacturing enterprises which employ fewer than 50 persons are regarded as SMEs
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(B) #IE2 A TFr E#EAIHBERE Relevant Qualifications of the Nominee

HHR e N AR ERRER FTEETENERIREERH - 61 © BE - BiFERiEE )
Relevant qualifications and contributions of the nominee (Please enter in the appropriate box AND submit supporting documents, e.g.
copies of the certificate, compliment, etc.)

11 EAEEHRH EAEE L AERRREERE (10 24 - L RITE) (G ESE S am SRS S 2 EI A )
Any academic qualification related to information technology or cyber security (e.g. BSc, PhD, MSc, etc.) (Please list out the highest level academic
qualifications in descending order and submit copies of the supporting documents)

FHRRERE (% =3H) RIS TEHY H A I#}?%ﬁféﬁ:é‘?ﬁ
Relevant Academic Qualification (Three items max) Issuing Authority Date Attained Ff’)\/fl a?lifiincsal
1.
2.
3.

12 A AR 2 2 HBIEEE GRS (140 ¢ CISSP ~ CISA ~ CISM %) - (BH{RIS 2 | B HIEAS Y BRI SCEE I S 52 A )
Any professional qualifications related to information technology or cyber security (e.g. CISSP, CISA, CISM, etc.) (Please list out the qualifications in descending
chronological order and submit copies of the supporting documents)

BEEHS (REEH) REEETRA JEHT H HA Iw@ﬁfﬁﬁg%
Professional Qualification (Seven items max) Issuing Authority Date Attained Ft:\;l a?gr;al
1.
2.
3.
4.
5.
6.
7.

2. WEREZAETTEAVERN (B0 SENUHRIRE - 5000 - AR R W 2 5Ear s i S 15
CEE AN PP ey H e B R AN AR A A S A )
Contribution in the cyber security field (e.g. relevant certificates, awards, appreciation or compliment letters from other institutions or members of the public,
etc.) (Please list out the type of contribution in descending chronological order and submit copies of the supporting documents)

AHEH

BRI EEE i JERH ] LI
Type of Contribution Issuing Authority Date Attained F?\;I a?ltfiinc;a'
1.
2.
3.
4.
5.




(©)
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4R 222 EAYEEREL Achievements in cyber secuirity
(LATIE E o DA R e e B DAL SR 2 H - WA REATIIEIESS )

(Supplementary details of the following entries maybe provided by attachment for assessment purpose.

if necessary.)

ReEL R B4E L, T #imE The achievements could cover the following criteria:

1) BRI R e AR Rl

2) fEfEsE L ERIERRISEIEE

3) IR A LRI LR R N4 P R E A SRR 2 H

4) Ryt R EgsE L e BRI HE A RIS 20 B

5) ST A B L ERRAE JRYTH H St (x HEAINEHAR)

1) Assisted the organisation in the prevention and response to cyber security incident

2) Developed strategies or projects of cyber security

3) Developed strategies or projects to raise the awareness on cyber security and avoid cyber pitfalls of the oganisation members
4) Developed strategies or projects to raise the cyber security awareness of the public

5) Project or achievement in building cyber security capacity of the organisation members (* Management only)

SHBEAR v FELL N #iEE The details could cover the following criteria:

1)
2)
3)
4)
5)
6)
7)
8)
9)

TE B S B s The nature and scale of the project
WoFEa N R S B Role of the nominee and degree of involvement
TEH A EES EE TR The value or practical benefits brought by the project

Extra sheets maybe used

TE H B E B Aot g R 5 B8 E Whether the project solves problems and recovers from incidents in a timely and effective manner

RS PR 4% e A The effectiveness on enhancing cyber security within the organisation

RSB B sE L2 B iEs The level of enhancement of cyber security awareness in Hong Kong

AT B AE LIRS How to strengthen the cyber security level in Hong Kong

EE AR R s B R The effectiveness on raising public attention to cyber security

TERLE(HeE B TR IRAg4% e 2=y E)EL  Contribution to the training of staff in handling cyber security incidents
(4N« BB Z 2T E R E S ) (e.g. Cyber security seminar or drills)

10) fNsaAEsE L EnTE IR Resources invested in strengthening cyber security

H: 1 s 1 IHE (YNGR

Incident / Strategy / Project Role of Nominee

AHHEH
B e
For Official
Marking
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S¥: MEEEEEE 1 SRng 1 TH B /A 2 24 {f B NE84= Note: The above incident/strategy/project must be occurred within the past 24 months
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4 AEE Details of Proposer

i *
Name : s L 1o ms. L 140t s, L

Hfir
Post

SR At *
Email :
Address

Ika& EEh .
Contact Tel. No -~

HH
Date
B’ A Submission Method
S A dgasr e RPHGREFERER (S5t L etE i aiaTat$12021)
Postal Cyber Security and Technology Crime Bureau (Please specify CSPA 2021)
Address :

EAErE sl 1 9P E PO 22 1

22 Floor, Arsenal House, No. 1 Arsenal Street, Wanchai, Hong Kong
Bl
Email cspa@police.gov.hk
Address :

T I Toh RS STRRERE
Organiser Co-organisers Supporting Organisation

g8

GovCERT.HK \:/ HKGC S

HAEBEEEFRIBEF < CCERT
ﬁ% ﬁ ERBMER S b g
HONG KONG POLICE FORCE HBBER L
= UL 3
Sponsors

) CMGE (@ (i)
§H§$4 T:}t‘, PT{ HONG KONG MONETARY AUTHORITY I POA mi}ﬁ? E m ¢ E m ﬁ “ ‘E‘ '

il & AR EPﬂ#%"ﬁFa



mailto:cspa@police.gov.hk

10.

11.

PERSONAL DATA {i A&k}

5 B AR Al

Rules of Event

FUB R N (B 5 E SRR T8l emt ~ ERSOEERIEL « BURFBEIFTBL BT - @i A B - TERASE - f
INESEIIHERE - B RHERAEES T2 T EHDRENE T2% -

The organisations of the six designated sectors i.e. (i) Banking & Finance, (ii) Information and Communication Technology,
(iii) Government Departments & Public Bodies, (iv) Transport & Public Utilities, (v) Retail & Wholesale Trade, (vi) Small and
Medium Enterprises (SMEs) are eligible to nominate those personnel who have outstanding performance in the cyber security
field.

AT BUR AR RN HA SR B R 52000 40 H - W HEL M RAG—PFIESS -
All other relevant documents or information which can support the nomination shall be limited to 40 pages and submitted with
the nomination form.

e HEIHEIHBEGR - Euk HH R 2021 /£ 10 H 22 H - 24508 7] LUE B B a7 s B B 7 203k B 4948 20 & RORHRGE
FERER o MBI T 0 AT R -

Nomination is accepted from now until 22 October 2021. The nomination form can be sent by post or e-mail to Cyber Security
and Technology Crime Bureau. The postmark date will be regarded as the date of submission.

BEIRARAS AR IR U RS -

The nomination form should be signed by the proposer.

BAHRERES—

Each person can only be nominated once.

SAEIL: A E T 9 N AL & e SPN

Each organisation or company can nominate more than one nominee.

AP B g PR EBRE R ~ BRSO R SRS SH H AV A - DU BT A8 TP Y (R R AL -

The Judging Panel may, at any stage, contact the proposer, nominee or the referee to verify any details made in entries.

SPEZ B ERY 2021 A 11 HOyE M ERIRG AR o 150558 AR MRS RSB BB A OB Rt 20214212 H 2 H
BATHIRASHAES -

Awardees will be selected by the Judging Panel in November 2021. All awardees and the relevant organisations will be notified
by email and invited to attend the Awards Presentation Ceremony to be held on 2 December 2021.

R TEAER (R RO, - FrAREASUFSE IR RS - RgRFREAR A L2 REF - E
MR 2B ARG SR SEE NERL » AR EATHERAERIEIA - R ERE PR ke a1
SR AR =M H NHE

In accordance with Cap 486 Personal Data (Privacy) Ordinance, all documents or information submitted will be kept strictly
confidential and will only be used for the purpose of the awards selection process. The participants are entitled to alter their
personal data or to obtain a copy of the information submitted. All documents submitted will be destroyed within three months
after the results were announced.

ST B IR SR Ta T BIH A T UERE -
The Judging Panel reserves the ultimate right to make final decision on the eligibility of all entries.

FTAARIEEIVIGR B2 R AR B TIE T TR R BB A R H = TN -
All the photos and videos relating to the event may be published in the publications or the website of the organisers and
Sponsors.
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